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Ranger Regiment, special operations forces 
of the Army, Marine Corps, Navy, and Air 
Force, and other units of the Armed Forces, 
have demonstrated bravery and honor in 
combat, stability, and training operations in 
Afghanistan and Iraq; 

Whereas the modern-day airborne forces 
also include other elite forces composed of 
airborne trained and qualified special oper-
ations warriors, including Army Special 
Forces, Marine Corps Reconnaissance units, 
Navy SEALs, and Air Force combat control 
and pararescue teams; 

Whereas, of the members and former mem-
bers of the United States airborne forces, 
thousands have achieved the distinction of 
making combat jumps, dozens have earned 
the Medal of Honor, and hundreds have 
earned the Distinguished Service Cross, the 
Silver Star, or other decorations and awards 
for displays of heroism, gallantry, intre-
pidity, and valor; 

Whereas the members and former members 
of the United States airborne forces are all 
members of a proud and honorable tradition 
that, together with the special skills and 
achievements of those members, distin-
guishes the members as intrepid combat 
parachutists, air assault forces, special oper-
ation forces, and, in the past, glider troops; 

Whereas individuals from every State of 
the United States have served gallantly in 
the airborne forces, and each State is proud 
of the contributions of its paratrooper vet-
erans during the many conflicts faced by the 
United States; 

Whereas the history and achievements of 
the members and former members of the 
United States airborne forces warrant spe-
cial expressions of the gratitude of the peo-
ple of the United States; and 

Whereas, since the airborne forces, past 
and present, celebrate August 16 as the anni-
versary of the first official jump by the 
Army Parachute Test Platoon, August 16 is 
an appropriate day to recognize as National 
Airborne Day: Now, therefore, be it 

Resolved, That the Senate— 
(1) designates August 16, 2015, as ‘‘National 

Airborne Day’’; and 
(2) calls on the people of the United States 

to observe National Airborne Day with ap-
propriate programs, ceremonies, and activi-
ties. 

f 

AMENDMENTS SUBMITTED AND 
PROPOSED 

SA 2544. Mr. BOOKER (for himself and Mr. 
HELLER) submitted an amendment intended 
to be proposed by him to the bill S. 754, to 
improve cybersecurity in the United States 
through enhanced sharing of information 
about cybersecurity threats, and for other 
purposes; which was ordered to lie on the 
table. 

SA 2545. Ms. COLLINS (for herself, Mr. 
KIRK, and Ms. MURKOWSKI) submitted an 
amendment intended to be proposed by her 
to the bill S. 1881, to prohibit Federal fund-
ing of Planned Parenthood Federation of 
America; which was ordered to lie on the 
table. 

SA 2546. Ms. COLLINS (for herself, Mr. 
WARNER, Ms. MIKULSKI, Mr. COATS, Ms. 
AYOTTE, and Mrs. MCCASKILL) submitted an 
amendment intended to be proposed by her 
to the bill S. 754, to improve cybersecurity in 
the United States through enhanced sharing 
of information about cybersecurity threats, 
and for other purposes; which was ordered to 
lie on the table. 

SA 2547. Mr. HELLER submitted an 
amendment intended to be proposed by him 
to the bill S. 754, supra; which was ordered to 
lie on the table. 

SA 2548. Mr. HELLER submitted an 
amendment intended to be proposed by him 

to the bill S. 754, supra; which was ordered to 
lie on the table. 

f 

TEXT OF AMENDMENTS 

SA 2544. Mr. BOOKER (for himself 
and Mr. HELLER) submitted an amend-
ment intended to be proposed by him 
to the bill S. 754, to improve cybersecu-
rity in the United States through en-
hanced sharing of information about 
cybersecurity threats, and for other 
purposes; which was ordered to lie on 
the table; as follows: 

On page 32, between lines 20 and 21, insert 
the following: 

(6) LIMITATION ON RECEIPT OF CYBER THREAT 
INDICATORS.—A Federal entity may not re-
ceive a cyber threat indicator that another 
Federal entity shared through the process 
developed and implemented under paragraph 
(1) unless the Inspector General of the re-
ceiving Federal entity certifies that the re-
ceiving Federal entity meets the data secu-
rity standard for receiving such a cyber 
threat indicator, as established by the Sec-
retary of Homeland Security. 

On page 52, strike line 14 and insert the fol-
lowing: 
SEC. 10. REPORT ON REDUCTION OF CYBERSECU-

RITY RISK IN AGENCY DATA CEN-
TERS. 

Not later than 1 year after the date of en-
actment of this Act, the Secretary of Home-
land Security, in coordination with the Di-
rector of the Office of Management and 
Budget, shall submit to the Committee on 
Homeland Security and Governmental Af-
fairs of the Senate and the Committee on 
Homeland Security of the House of Rep-
resentatives a report on the feasibility of 
Federal civilian agencies creating an envi-
ronment for the reduction in cybersecurity 
risks in agency data centers, including by— 

(1) increasing compartmentalization be-
tween systems; and 

(2) providing a mix of security controls be-
tween such compartments. 
SEC. 11. CONFORMING AMENDMENT. 

SA 2545. Ms. COLLINS (for herself, 
Mr. KIRK, and Ms. MURKOWSKI) sub-
mitted an amendment intended to be 
proposed by her to the bill S. 1881, to 
prohibit Federal funding of Planned 
Parenthood Federation of America; 
which was ordered to lie on the table; 
as follows: 

Strike all after the enacting clause and in-
sert the following: 
SECTION 1. LIMITATION ON FUNDING. 

(a) IN GENERAL.—Notwithstanding any 
other provision of law, no Federal funds shall 
be made available to any affiliate, sub-
sidiary, successor, or clinic of the Planned 
Parenthood Federation of America, Inc. if 
that affiliate, subsidiary, successor, or clinic 
receives compensation for facilitating the 
donation of fetal tissue products derived 
from an abortion. 

(b) RULE OF CONSTRUCTION.—Nothing in 
this Act shall be construed to— 

(1) affect any limitation contained in an 
appropriations Act relating to abortion; or 

(2) reduce overall Federal funding available 
in support of women’s health. 

(c) INVESTIGATION AND REPORT.—Not later 
than 90 days after the date of enactment of 
this Act, the Attorney General shall conduct 
an investigation, and submit to Congress a 
report on the findings of such investigation, 
concerning whether or not the Planned Par-
enthood Federation of America, Inc. or any 
of its affiliates, subsidiaries, successors, or 

clinics has engaged in any illegal activity 
pertaining to fetal tissue products. 

SA 2546. Ms. COLLINS (for herself, 
Mr. WARNER, Ms. MIKULSKI, Mr. COATS, 
Ms. AYOTTE, and Mrs. MCCASKILL) sub-
mitted an amendment intended to be 
proposed by her to the bill S. 754, to 
improve cybersecurity in the United 
States through enhanced sharing of in-
formation about cybersecurity threats, 
and for other purposes; which was or-
dered to lie on the table; as follows: 

At the end, add the following: 
TITLE II—FEDERAL INFORMATION SECU-

RITY MANAGEMENT REFORM ACT OF 
2015 

SEC. 201. SHORT TITLE. 
This title may be cited as the ‘‘Federal In-

formation Security Management Reform Act 
of 2015’’. 
SEC. 202. DUTIES OF THE SECRETARY OF HOME-

LAND SECURITY RELATED TO IN-
FORMATION SECURITY. 

Section 3553(b)(6) of title 44, United States 
Code, is amended by striking subparagraphs 
(B), (C), and (D) and inserting the following: 

‘‘(B) operating consolidated intrusion de-
tection, prevention, or other protective capa-
bilities and use of associated counter-
measures for the purpose of protecting agen-
cy information and information systems 
from information security threats; 

‘‘(C) providing incident detection, analysis, 
mitigation, and response information and re-
mote or onsite technical assistance to the 
head of an agency; 

‘‘(D) compiling and analyzing data on 
agency information security; 

‘‘(E) developing and conducting targeted 
risk assessments and operational evaluations 
for agency information and information sys-
tems in consultation with the heads of other 
agencies or governmental and private enti-
ties that own and operate such systems, that 
may include threat, vulnerability, and im-
pact assessments; 

‘‘(F) in conjunction with other agencies 
and the private sector, assessing and fos-
tering the development of information secu-
rity technologies and capabilities for use 
across multiple agencies; and 

‘‘(G) coordinating with appropriate agen-
cies and officials to ensure, to the maximum 
extent feasible, that policies and directives 
issued under paragraph (2) are complemen-
tary with— 

‘‘(i) standards and guidelines developed for 
national security systems; and 

‘‘(ii) policies and directives issued by the 
Secretary of Defense and the Director of Na-
tional Intelligence under subsection (e)(1); 
and’’. 
SEC. 203. COMMUNICATIONS AND SYSTEM TRAF-

FIC AND DIRECTION TO AGENCIES. 
Section 3553 of title 44, United States Code, 

is amended by adding at the end the fol-
lowing: 

‘‘(h) COMMUNICATIONS AND SYSTEMS TRAF-
FIC.— 

‘‘(1) IN GENERAL.— 
‘‘(A) ACQUISITION BY THE SECRETARY.—Not-

withstanding any other provision of law and 
subject to subparagraph (B), in carrying out 
the responsibilities under subparagraphs (B), 
(C), and (E) of subsection (b)(6), if the Sec-
retary makes a certification described in 
paragraph (2), the Secretary may acquire, 
intercept, retain, use, and disclose commu-
nications and other system traffic that are 
transiting to or from or stored on agency in-
formation systems and deploy counter-
measures with regard to the communications 
and system traffic. 

‘‘(B) EXCEPTION.—The authorities of the 
Secretary under this subsection shall not 
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